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Professional Summary

Assistant Professor and PhD in Computer Science, specializing in Al and Machine Learning with a focus on
adversarial learning, deep learning robustness, Al based Cyber Security and DL based secure surveillance
systems. Principal author of 11 SCI and 6 Scopus-indexed articles, 2 patents, 1 dataset, and 3 conference
publications.

Academic Positions

Education

Assistant Professor, Department of Computer Applications, Cluster University Srinagar, J&K, India.
(May 2025 - Present).

Assistant Professor, School of Computer Science, Engineering and Technology, Bennett University,
Greater Noida, India (May 2024 - April 2025).

Teaching Assistant, Department of Computer Science, Aligarh Muslim University (AMU), India,
Academic Session 2023.

Aligarh Muslim University, Uttar Pradesh, India.
e Doctor of Philosophy , in Department of Computer Science. (Full-Time, July 2019- November 2024)

oTitle : “ Exploring and Mitigating the Vulnerabilities of Deep Learning Models”.
oSupervisor : “Prof. Aasim Zafar”.

University of Kashmir, Srinagar, India.
e Master of Computer Application. (2017)

o Project Title : “Kash Cab (Cab Service Android App)”.
o Aggregate Marks : 8.00 CGPA

University of Kashmir, Srinagar, India.
e Bachelor of Computer Application. (2014)

Research Interests

o Project Title : “Admission Management System”.

Vulnerabilities in Deep Learning Models and Machine learning Models, Adversarial Learning, Generative
Adversarial Networks, Adversarial Attacks, Computer Vision, Robust Deep Learning-Based Surveillance
Systems, Robust Network Intrusion Detection Systems.

Technical Skills

Expert in machine learning and deep learning frameworks, including TensorFlow, PyTorch, and
Scikit-Learn.

Proficient in data science libraries like Pandas, NumPy, and Matplotlib, Power-Bi for data
manipulation and visualization.

Skilled in MATLAB, C, C++, C#, and Java, with strong abilities in algorithm development.
Experienced in MySQL and SQL Server for database design, query optimization, and management.
Strong collaboration skills underpinned by robust interpersonal capabilities, ensuring effective team
dynamics and cooperative work environments.
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Awards and Achievements
o Qualified UGC-NET-JRF (Junior Research Fellowship) Examination in 2023.
o Qualified UGC-NET (National Eligibility Test) Examination in 2017, 2018, 2019.
o Qualified JKSET (Jammu & Kashmir State Eligibility Test) Examination in 2016.
o Section Editor in Journal of Policy and Society by Academic Publishing Pte Ltd (2023-2024).
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Data Set Published

1. Published the ”Sophisticated Face Mask Dataset” on Kaggle (September 2022)
https://www.kaggle.com/datasets/shiekhburhan/face-mask-dataset
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